
DST  2-2 BEHIND THE SCENES  Privacy and smartphone apps: What 

data your phone may be giving away 

(CBC Marketplace)  
   SMARTPHONE PRIVACY - - Part 3:  Debriefing  

 
 

https://www.youtube.com/watch?v=xx1AUupLn2w   
 

 
 

In Part 3 the focus return to the volunteer testers who were introduced in Part 1.  They are informed of what was secretly done to 

them and learn what can be done to reduce the risk. 

VOCABULARY  LOOK                                                                                   STUDENT  HANDOUT 
Here is some vocabulary which might help you in answering the questions and in your speaking: 
 

unnerving            invasive            feel violated            feel naked 
 

 

 

11:45 – 15:58 Checking out the testers  
Q1 What did the testers find out and how did they react?   

 

 
 

16:28 – 17:31 We pay for free apps, not with money, but with our data  
Q2 What do companies do with all that data they can get from our cellphones? 

 

 

 
 

18:47 – 19:06 A visit to Canada’s privacy commissioner, Daniel Therrien  
Q3 Complete the gaps below: 
 

1-  In the US, the Federal Trade Commission has fined companies from __________ to __________ for privacy violations. 
 

2-  In Europe they force businesses to reveal exactly _______________________________________________________. 
 

3-  In Canada, they can only _______________________________. 
 
 

19:40 – 20:15 Protecting yourself  
Q4 What can you do to make it more difficult for developers to access your data? 
 

1-  Go to _______________________. 
 

2-  Click on the app you want (ex: Instagram) and ‘permissions´.  Turn _____ all unwanted functions. 
 

3-  ____________ all unused apps. 
 
 

 

DISCUSS ∙How do you feel about what was presented on the programme? 

                         ∙Have you learned anything from the video? 

                    ∙ How do you think privacy issues will be in the future? 
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